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Course Overview 
 
This self-paced training course focuses on covering the core concepts of the 
Saviynt IGA solution. The course provides a good overview of the important 
features and capabilities of the Saviynt IGA solution to our Business Users. 
 

 
Course Duration 

 
Target Audience 

• Two (2) hours of self-paced training 
• 100% lecture 

• Business Users 
• End Users 
•  

 
Delivery Methods 

 
Lab Environment 

• Self-paced 
 

• E-learning content only 

  

Saviynt IGA for Business Users  

Training Datasheet 

Authored by: Saviynt University 



 
 
 
 

   1 
 
 
 

University 

Course Objectives 

By the end of this course, you should be able to meet the following objectives:  

• Understand the concepts related to Saviynt’s frictionless Access 

Request System. 

• Learn how to use the Access Request System. 

• Describe the concept Policies. 

• Explain the Access Reviews module. 

• Learn about Preventative and Detective SoD capabilities.  

• Describe the Reporting functionality of Saviynt. 

• Explain the concept Control Center. 

• Understand the common use cases related to the various modules. 
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Course Modules 
 
01 Saviynt Introduction 02 Access Request System 
  

• Company Overview 
 

  

• Access Request System module 
• Types of Access Requests 
• Process of how to place an 

Application Access Request 
• Process of how to approve an 

Access Request 
• Process of how to modify an 

Access Request 
• Process of how to reset user and 

account passwords 
• Process of how to set up 

delegation in Saviynt 
• Common use cases of ARS 

 

03 Policies 04 Access Reviews 
  

• Identity Lifecycle Management 
events 

• Types of Rules offered by Saviynt 
• Technical Rules for joiner, mover, 

and leaver scenarios 
• User Update Rules for mover and 

leaver scenarios 
 

  
• Importance of Access Reviews and 

Certification for an organization 
• Access Review process 
• Types of Access Review campaigns 

offered by Saviynt 
• Process of completing User 

Manager, Entitlement Owner, and 
Role Owner Campaigns 

• Common use cases related to 
Access Reviews 
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05 Segregation of Duties (SoD) 
Violations 

06 Analytics, Intelligence, 
Dashboard, and Control 
Centre 

  
• Definition of Governance, Risk, and 

Compliance (GRC)  
• Causes of GRC risks  
• Common use cases to demonstrate 

SoD features 
• Segregation of Duties and 

associated features offered by 
Saviynt  

• Preventative and Detective SoD 
capabilities  

• Use of SoD Violation Workbench  
• Mitigating Controls  
• Reporting functionalities of SoD  
• Application of SOD in other 

modules 

  
• Key features of Analytics  
• Types of Analytics reports   
• Common use cases of Analytics  
• Dashboards related to the 

Analytics module   
• Concepts related to Data Analyzer  

• Control Center functionality 
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Upon Training Completion 
 
Saviynt will provide you with a course completion certificate after completing 
this training course. A sample of the certificate is shown below: 
 

 
: 

  

Certificate of Completion 
 

is hereby granted to 
 

John Doe 
 

in recognition of successfully completing 
 

“Saviynt IGA for Business Users: Learning Path” 
 

SAVIYNT UNIVERSITY 

DATE OF COMPLETION: 2024 May 20 TRAINING DURATION: 2 CPE Hours 
CEO, Saviynt 

University 


