
 
 
 
 

Course Overview 
 
 
 
  
 
 
 

 

Saviynt Intelligence Essentials self-paced training focuses on covering all core 
capabilities available under the Saviynt Intelligence umbrella. Discover how 
Saviynt Intelligence brings clarity, control, and confidence to your security 
strategy, transforming the way you manage identities and access. The course 
will enable the learners to describe under the hood functionality and configure 
various intelligence features. This course is built on Saviynt Identity Cloud v24.8. 
 
 

 
Course Duration 

 
Target Audience 

● 2.5 hours ● IDM Consultants 
● IDM Managers 

 
Delivery Methods 

● Self-Paced 

 

 
Lab Environment 

• E-learning content only 

  

Authored by: Saviynt University 

Training Datasheet 

Saviynt Intelligence Essentials 
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University 

Course Objectives 

By the end of this course, you should be able to meet the following objectives:  

• Understand the various intelligent features within Saviynt Intelligence. 
 

• Gain insight into the concept and application of Duplicate Identity 
Management. 
 

• Learn about Dynamic Peer Groups and their role in generating access 
recommendations. 
 

• Discover how to use Dynamic Peer Groups to generate recommendations in 
access requests. 
 

• Understand Trust Modeling, including how to set up a Trust Model. 
 

• Learn to generate recommendations in certifications by leveraging Dynamic 
Peer Groups and Trust Modeling. 
 

• Explore the concept of Role Mining and acquire the skills to create and modify 
mined roles within Saviynt. 
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University 

Course Objectives 
 
01 Saviynt Intelligence 02 Duplicate Identity 

Management 
  

● Introduction to Saviynt  
Intelligence 

  

● Duplicate Identity Management - 
Overview 

● How Duplicate Identity 
Management Works  

● Duplicate Identity Management 
during User Import 

● Duplicate Identity Management 
during User Import - Demo 

● Duplicate Identity Management 
via Job 

● Duplicate Identity Management 
via Detective Job - Demo 

● Best Practices and 
Troubleshooting 

03 Dynamic Peer Groups 04 Recommendations in Access 
Requests via Dynamic Peer 
Groups 

  

● Introduction to Dynamic Peer 
Groups 

● How to Configure Dynamic Peer 
Groups 

● How to Configure Dynamic Peer 
Groups - Demo 

● How to Generate Dynamic Peer 
Groups 

● How to Generate Dynamic Peer 
Groups - Demo 

● Measure efficacy of Dynamic Peer 
Groups 
 

  
● Recommendations in Access 

Requests 
● Configure Recommendations in 

Access Requests 
● Configure and View 

Recommendations in Access 
Requests - Demo 
 

05 Trust Modelling 06 Recommendations in 
Certifications via Dynamic 
Peer Groups and Trust 
Modelling 

  
● Trust Modelling: Introduction  
● Configurations for Setting up Trust 

Framework 
● Configurations for Setting up Trust 

Framework - Demo 

  
● Recommendations in Access 

Review 
● Configure Recommendations in 

Access Review 
● Configure and View 

Recommendations in Access 
Review - Demo 
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University 

07 Role Intelligence   
  

● Role Mining - Overview 
● Role Mining in Saviynt 
● Role Lifecycle 
● Create Roles using Role Mining 
● Modify existing Roles from 

Workbench 
● Mine Roles and Modify existing 

Roles from Workbench - Demo 

  

    

  

 


