
Problem Statement 
 
Oxford Computer Group’s Managed 
Platform Services enables both federal 
agencies and Independent Software 
Vendors (ISVs) to combine the benefits 
of a Software as a Service (SaaS) 
model with the enhanced security of 
Azure Government Clouds.

 
The 2021 Executive Order addressing 
cybersecurity prompted federal 
agencies to move to a SaaS model. 
Many ISVs can’t run the SaaS service 
in the appropriate Azure Government 
Cloud due to security requirements. To 
address this issue, Oxford Computer 
Group (OCG) provides Managed 
Platform Services on a 365/24/7 basis 
to ensure the smooth, efficient, and 
secure operations of non-Microsoft 
solutions running in Azure Government 
Clouds. 

Customer Value  
 
OCG’s Managed Platform Services 
Include: 
• Implementation of patches and  
  upgrades 
• Security Technical Implementation  
  Guide (STIG) compliance 

• Managing the Authority to Operate  
  (ATO) process 
• Status reporting 
• SIEM integration for security alerting 
• Hosting and managing a GCC High  
  tenant for your applications 
• Attaining and managing certifications 
• Managing compliance and security  
  requirements 
• Managing required connectors 
 
Solution Benefits Features:  
 
This service is tailored for: 
Federal agencies who want all the 
benefits of a SaaS-based application 
while leveraging the enhanced 
security features of Microsoft’s Azure 
Government Clouds. 
 
Independent Software Vendors who 
would like to serve federal customers 
but lack the bandwidth or security 
qualifications to provide a hosted 
service to a security-conscious federal 
agency. 
 
Large defense contractors who are 
providing a complex set of applications 
to the federal government but lack 
the expertise to maintain all the 
applications.

Managed Platform  
Services for Azure 
Government Clouds
Connect Everything. Securely. 

Supported Azure Cloud 
Environments: 
• M365 Government  
 Community Cloud High (IL4)

• Azure Government (IL5)

• Azure Government Secret  
 (IL6) 
 
OCG’s certifications and 
credentials: 
• SOC 2 Type 2 attained for  
 commercial tenant 

• ISO 27001

• CISSP, PMP, and ITILv4  
 Foundation 
 
 
 
 

 
 
 
Next Steps

•  View the extensive library 
of integrations at https://
saviynt.com/integrations 
to see detailed information 
and implementation guides 
designed to help you get 
the most from The Identity 
Cloud.
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ABOUT SAVIYNT 

Saviynt is the leading identity governance platform built for the cloud. It helps enterprise customers accelerate modern cloud initiatives 
and solve the toughest security and compliance challenges in record time. The Saviynt Enterprise Identity Cloud converges IGA, 
granular application access, cloud security, and privileged access into the industry’s only enterprise-grade SaaS solution.

About Partner 
OCG has specialized in Microsoft identity, security, and governance solutions for 
nearly two decades, earning the Microsoft Partner of the Year award eight times and 
being named Finalists for the Defense & Intelligence Microsoft Partner of the Year 
award in 2023 and 2024


